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UNIVERSITY OF DELHI 

CNC-II/093/1(23)/2022-23/ 

Dated: 21.03.2023 

N O T I F I C A T I O N 

Sub:  Amendment to Ordinance V 

(Ref: EC Resolution No. 18-1-20 dated 18.08.2022) 

. 

This is in continuation to the Notification No. CNC-II/ 093/1(22)/2022-2023/197 dated 

14.09.2022 regarding the list of Value Addition Courses offered under UGCF-2022. 

The distribution of Lecture, Tutorial & Practical (L-T-P) of the Course titled

“Digital Empowerment” is now being changed from 1-0-1 (L-T-P) to 0-0-2 (LTP) 

alongwith some minor changes for better teaching learning outcomes. The revised 

syllabus is given below: 

Value Addition Course 
Digital Empowerment 

Course Title and 

Code 

Credit

s 

Credit Distribution of the Course Eligibility 

Criteria 

Prerequisite 

of the 

Course 
Lecture Tutoria

l 

Practical/Practic

e 

Digital 

Empowerment 

02 0 0 2 Pass in 

Class 12th 

NIL 

COURSE OBJECTIVES: 

● Understand the digital world and need for digital empowerment

● Create awareness about Digital India.

● Explore, communicate and collaborate in cyberspace.

● Imparting awareness on cybersafety and security.

LEARNING OUTCOMES:

After the completion of the course, students will be able to 
● Use ICT and digital services in daily life.

● Communicate and collaborate in cyberspace using social platforms, teaching/learning

tools.



2 

● Understand the significance of security and privacy in the digital 

world.

● Recognise ethical issues in the cyber world.

Syllabus for Digital Empowerment 

Practical 

/Practice Hours 

(30×2=60) 

Unit I: Digital inclusion and Digital Empowerment 
20 

● Needs and challenges

● Vision of Digital India: DigiLocker, E-Hospitals, e-Pathshala, BHIM,

e-Kranti (Electronic Delivery of Services), e-Health Campaigns

● Public utility portals of Govt. of India such as RTI, Health, Finance,

Income Tax filing, Education

Unit II: Communication and Collaboration in the Cyberspace 16 

● Electronic Communication: electronic mail, blogs, social media

● Collaborative Digital platforms

● Tools/platforms for online learning

● Collaboration using file sharing, messaging, video conferencing

Unit III:Towards Safe and Secure Cyberspace 16 

● Online security and privacy

● Threats in the digital world: Data breach and Cyber Attacks

● Blockchain Technology

● Security Initiatives by the Govt of India

Unit IV: Ethical Issues in Digital World 8 

● Netiquettes

● Ethics in digital communication

● Ethics in Cyberspace

Note: Concepts are to be taken up during the practical/practice hours. 

Practical/ Practice Component (30 sessions of 2 hours each= 60 hours) 
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